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Consensus on Demand









(Smart Contract 
Enabled Blockchain)



“The problem of course is the payee 

can't verify that one of the owners did 

not double-spend the coin.”

“We need a system for participants to 

agree on a single history of the order in 

which [transactions] were received.”



no double-spending

=
single order

=
consensus



Double-Spending



Blockchains Solve Double-Spending Problem



What About Network Outages?



Asynchrony
Finality

Throughput
Energy (PoW)

Smart Contracts
Unchangeable

Unchangeable
Market Cap

Anonymous?
Permissionless?

Scalable = Secure?



Without Consensus
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Permissioned



Permissioned

Needed: 3 out of 4 signatures



Double-Spending



Double-Spending



Double-Spending



Usual Safety Condition

Less than 1/3 Byzantine



Without Consensus

= confirm exactly one of Alice’s tx

= confirm at most one of Alice’s txCascade

D → A

pay 10

A → C

pay 10

A → B

pay 10



But: No Consensus

Exchange contract:

10 SHIB

10 DOGE

Alice:

Buy SHIB for 3 

DOGE

Bob:

Buy DOGE for 5 

SHIB
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Consensus on Demand



Consensus on Demand

Consensus!
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Double-Spending

Consensus!



Tight Impossibility Result

A system with n servers cannot reach consensus 
with a fast path (1 communication round) if 

f ≥ n/5 (asynchronous model)
f ≥ n/4 (synchronous model)



The Best of Both Worlds

Fast Path

Speed-up through parallelization

Quick finality in the common path

Consensus

Account sharing

Updating transactions

Smart contracts



Summary and Comparison
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Questions? Comments?


